# AWS COMPLIANCE PROGRAMS

## Global

[CSA](https://aws.amazon.com/compliance/csa/) Cloud Security Alliance Controls

[ISO 9001](https://aws.amazon.com/compliance/iso-9001-faqs/) Global Quality Standard

[ISO 27001](https://aws.amazon.com/compliance/iso-27001-faqs/) Security Management Controls

[ISO 27017](https://aws.amazon.com/compliance/iso-27017-faqs/) Cloud Specific Controls

[ISO 27018](https://aws.amazon.com/compliance/iso-27018-faqs/) Personal Data Protection

[PCI DSS Level 1](https://aws.amazon.com/compliance/pci-dss-level-1-faqs/) Payment Card Standards

AWS System and Organization Controls (SOC) Reports are independent third-party examination reports that demonstrate how AWS achieves key compliance controls and objectives. The purpose of these reports is to help you and your auditors understand the AWS controls established to support operations and compliance. There are five AWS SOC Reports:

* AWS SOC 1 Report, available to AWS customers from [AWS Artifact](https://aws.amazon.com/artifact/getting-started/).
* AWS SOC 2 Security, Availability & Confidentiality Report, available to AWS customers from [AWS Artifact](https://aws.amazon.com/artifact/getting-started/).
* AWS SOC 2 Security, Availability & Confidentiality Report available to AWS customers from [AWS Artifact](https://aws.amazon.com/artifact/getting-started/) (scope includes Amazon DocumentDB only).
* AWS SOC 2 Privacy Type I Report, available to AWS customers from [AWS Artifact](https://aws.amazon.com/artifact/getting-started/).
* AWS SOC 3 Security, Availability & Confidentiality Report, [publicly available as a whitepaper](https://d1.awsstatic.com/whitepapers/compliance/AWS_SOC3.pdf).

[SOC 1](https://aws.amazon.com/compliance/soc-faqs/) Audit Controls Report

[SOC 2](https://aws.amazon.com/compliance/soc-faqs/) Security, Availability, & Confidentiality Report

[SOC 3](https://aws.amazon.com/compliance/soc-faqs/) General Controls Report

## United States

[CJIS](https://aws.amazon.com/compliance/cjis/) Criminal Justice Information Services

[DoD SRG](https://aws.amazon.com/compliance/dod/) DoD Data Processing

[FedRAMP](https://aws.amazon.com/compliance/fedramp/) Government Data Standards

[FERPA](https://d1.awsstatic.com/whitepapers/compliance/AWS_FERPA_Whitepaper.pdf) Educational Privacy Act

[FFIEC](https://d1.awsstatic.com/whitepapers/compliance/AWS_User_Guide_for_Financial_Services_in_the_United_States.pdf) Financial Institutions Regulation

[FIPS](https://aws.amazon.com/compliance/fips/) Government Security Standards

[FISMA](https://aws.amazon.com/compliance/fisma/) Federal Information Security Management

[GxP](https://aws.amazon.com/compliance/gxp-part-11-annex-11/) Quality Guidelines and Regulations

[HIPAA](https://aws.amazon.com/compliance/hipaa-compliance/) Protected Health Information

[ITAR](https://aws.amazon.com/compliance/itar/) International Arms Regulations

[MPAA](https://aws.amazon.com/compliance/mpaa/) Protected Media Content

[NIST](https://aws.amazon.com/compliance/nist/) National Institute of Standards and Technology

[SEC Rule 17a-4(f)](https://aws.amazon.com/about-aws/whats-new/2015/09/amazon-glacier-receives-third-party-compliance-assessment-for-sec-rule-17a-4f-from-cohasset-associates-inc/) Financial Data Standards

[VPAT / Section 508](https://aws.amazon.com/compliance/vpat/) Accessibility Standards

## Canada

[FIPS](https://aws.amazon.com/compliance/fips/) Government Security Standards

[Health Information Act (HIA)](https://aws.amazon.com/compliance/alberta-hia/) Privacy Legislation in Alberta

[Personal Health Information Act (PHIA)](https://aws.amazon.com/compliance/nova-scotia-phia/) Privacy Legislation in Nova Scotia

[Personal Health Information Protection Act (PHIPA)](https://aws.amazon.com/compliance/phipa/) Privacy Legislation in Ontario

[Personal Information Protection and Electronic Documents Act (PIPEDA)](https://aws.amazon.com/compliance/pipeda/) Canada’s Federal Private Sector Privacy Legislation

## Asia Pacific

[FISC [Japan]](https://aws.amazon.com/compliance/fisc/) Financial Industry Information Systems

[IRAP [Australia]](https://aws.amazon.com/compliance/irap/) Australian Security Standards

[K-ISMS [Korea]](https://aws.amazon.com/compliance/k-isms/) Korean Information Security

[MTCS Tier 3 [Singapore]](https://aws.amazon.com/compliance/aws-multitiered-cloud-security-standard-certification/) Multi-Tier Cloud Security Standard

## Europe

[ASIP HDS [France]](https://aws.amazon.com/compliance/agence-francaise-de-la-sante-numerique-hds/) Personal Health Data Protection

[C5 [Germany]](https://aws.amazon.com/compliance/bsi-c5/) Operational Security Attestation

[Cyber Essentials Plus [UK]](https://aws.amazon.com/compliance/cyber-essentials-plus/) Cyber Threat Protection

[ENS High [Spain]](https://aws.amazon.com/compliance/esquema-nacional-de-seguridad/) Spanish Government Standards

[G-Cloud [UK]](https://aws.amazon.com/compliance/g-cloud-uk/) UK Government Standards

[TISAX](https://aws.amazon.com/compliance/TISAX/) Automotive Industry Standard

## Certifications / Attestations:

Compliance certifications and attestations are assessed by a third-party, independent auditor and result in a certification, audit report, or attestation of compliance.

* [ASIP HDS [France]](https://aws.amazon.com/compliance/agence-francaise-de-la-sante-numerique-hds/)
* [C5 [Germany]](https://aws.amazon.com/compliance/bsi-c5/)
* [Cyber Essentials Plus [UK]](https://aws.amazon.com/compliance/cyber-essentials-plus/)
* [DoD SRG](https://aws.amazon.com/compliance/dod/)
* [ENS High [Spain]](https://aws.amazon.com/compliance/esquema-nacional-de-seguridad/)
* [FedRAMP](https://aws.amazon.com/compliance/fedramp/)
* [FIPS](https://aws.amazon.com/compliance/fips/)
* [IRAP [Australia]](https://aws.amazon.com/compliance/irap/)
* [ISO 9001](https://aws.amazon.com/compliance/iso-9001-faqs/)
* [ISO 27001](https://aws.amazon.com/compliance/iso-27001-faqs/)
* [ISO 27017](https://aws.amazon.com/compliance/iso-27017-faqs/)
* [ISO 27018](https://aws.amazon.com/compliance/iso-27018-faqs/)
* [K-ISMS [Korea]](https://aws.amazon.com/compliance/k-isms/)
* [MTCS [Singapore]](https://aws.amazon.com/compliance/aws-multitiered-cloud-security-standard-certification/)
* [PCI DSS Level 1](https://aws.amazon.com/compliance/pci-dss-level-1-faqs/)
* [SEC Rule 17-a-4(f)](https://aws.amazon.com/about-aws/whats-new/2015/09/amazon-glacier-receives-third-party-compliance-assessment-for-sec-rule-17a-4f-from-cohasset-associates-inc/)
* [SOC 1](https://aws.amazon.com/compliance/soc-faqs/)
* [SOC 2](https://aws.amazon.com/compliance/soc-faqs/)
* [SOC 3](https://aws.amazon.com/compliance/soc-faqs/)
* [TISAX](https://aws.amazon.com/compliance/TISAX/)

## Laws / Regulations / Privacy:

AWS customers remain responsible for complying with applicable compliance laws and regulations. In some cases, AWS offers functionality (such as security features), enablers, and legal agreements (such as the AWS Data Processing Agreement and Business Associate Addendum) to support customer compliance. No formal certification is available to (or distributable by) a cloud service provider within these law and regulatory domains.

* [Argentina Data Privacy](https://aws.amazon.com/compliance/argentina-data-privacy/)
* [CCPA](https://aws.amazon.com/compliance/california-consumer-privacy-act/)
* [CISPE](https://aws.amazon.com/compliance/cispe/)
* [CLOUD Act](https://aws.amazon.com/compliance/cloud-act/)
* [FERPA](https://d1.awsstatic.com/whitepapers/compliance/AWS_FERPA_Whitepaper.pdf)
* [GDPR](https://aws.amazon.com/compliance/gdpr-center/)
* [GLBA](https://www.ftc.gov/tips-advice/business-center/privacy-and-security/gramm-leach-bliley-act)
* [HIA [Alberta, Canada]](https://aws.amazon.com/compliance/alberta-hia/)
* [HIPAA](https://aws.amazon.com/compliance/hipaa-compliance/)
* [HITECH](https://aws.amazon.com/compliance/hipaa-compliance/)
* [IRS 1075](https://aws.amazon.com/compliance/irs-1075/)
* [ITAR](https://aws.amazon.com/compliance/itar/)
* [PDPA - 2010 [Malaysia]](https://d1.awsstatic.com/whitepapers/compliance/Using_AWS_in_the_context_of_Malaysian_Privacy_Considerations.pdf)
* [PDPA - 2012 [Singapore]](https://d1.awsstatic.com/whitepapers/compliance/Using_AWS_in_the_context_of_Singapore_Privacy_Considerations.pdf)
* [PHIA [Nova Scotia, Canada]](https://aws.amazon.com/compliance/nova-scotia-phia/)
* [PHIPA [Ontario, Canada]](https://aws.amazon.com/compliance/phipa/)
* [PIPEDA [Canada]](https://aws.amazon.com/compliance/pipeda/)
* [Privacy Act [Australia]](https://d1.awsstatic.com/whitepapers/compliance/Using_AWS_in_the_context_of_Australian_Privacy_Considerations.pdf)
* [Privacy Act [New Zealand]](https://d1.awsstatic.com/whitepapers/compliance/Using_AWS_in_the_context_of_New_Zealand_Privacy_Considerations.pdf)
* [Spanish DPA Authorization](https://d1.awsstatic.com/certifications/SpanishDPAAuthorization.pdf)
* [U.K. DPA - 1988](http://www.legislation.gov.uk/ukpga/1998/29/contents)
* [VPAT / Section 508](https://aws.amazon.com/compliance/vpat/)

## Alignments / Frameworks:

Compliance alignments and frameworks include published security or compliance requirements for a specific purpose, such as a specific industry or function. AWS provides functionality (such as security features) and enablers (including compliance playbooks, mapping documents, and whitepapers) for these types of programs.

Requirements under specific alignments and frameworks may not be subject to certification or attestation; however, some alignments and frameworks are covered by other compliance programs.

* [CIS](https://aws.amazon.com/blogs/security/tag/cis-aws-foundations-benchmark/)
* [CJIS](https://aws.amazon.com/compliance/cjis/)
* [CSA](https://aws.amazon.com/compliance/csa/)
* [EU-US Privacy Shield](https://aws.amazon.com/compliance/eu-us-privacy-shield-faq/)
* [FFIEC](https://d1.awsstatic.com/whitepapers/compliance/AWS_Coalfire_FFIEC_Audit_Compliance_Workbook.pdf)
* [FISC](https://aws.amazon.com/compliance/fisc/)
* [FISMA](https://aws.amazon.com/compliance/fisma/)
* [G-Cloud [UK]](https://aws.amazon.com/compliance/g-cloud-uk/)
* [GxP (FDA CFR 21 Part 11)](https://aws.amazon.com/compliance/gxp-part-11-annex-11/)
* [ICREA](https://aws.amazon.com/compliance/icrea/)
* [MITA 3.0](https://www.medicaid.gov/medicaid/data-and-systems/mita/mita-30/index.html)
* [MPAA](https://aws.amazon.com/compliance/mpaa/)
* [NIST](https://aws.amazon.com/compliance/nist/)
* [Uptime Institute Tiers](https://aws.amazon.com/compliance/uptimeinstitute/)
* [UK Cloud Security Principles](https://d1.awsstatic.com/whitepapers/compliance/AWS_CESG_UK_Cloud_Security_Principles.pdf)